CASIO VolP Software
Server Configuration Manual

(Version 1.02)

CASIO Computer Co., Ltd.
Copyright ©2011. All rights reserved.

March 2011



Chapter 1.
Chapter 2.
2.1
2.2
Chapter 3.
3.1
3.2
3.3
3.4
35
Chapter 4.
4.1
411
4.1.2
4.2
421
4.2.2
4.3
431
4.3.2
4.4
4.4.1
4.4.2
Chapter 5.
Chapter 6.

Table of the Contents

Editorial Record

Preface

System Configuration

Installing Internet Information Services
Installation Procedure for Windows 2000 Server
Installation Procedure for Windows Server 2003
Setting Configuration for CVS Server
Setting Web Application Publication
Setting the State Service to Start
Configuring Data Folder

Setting Data Folder Access Authority
Setting the CVS Client Functions

CVS Server Configuration Files

Phone Address Book ("Contacts")

File Path

Format

Group Configuration

File Path

Format

Group Member Configuration

File Path

Format

Setting CVS Server Operations

File Path

Format

Setting CVS Client

Changing Font Size

0w oo ~NOO O W

N NDNDNDNNDNDNMDNNDNDNNDNMNNDNDNDNDNREREREPR
o ~NOoOOoOOOoOPR~APRARDMMNWWWOOOONRMWNDN

No part of this document may be produced or transmitted in any form or by any means, electronic or

mechanical, for any purpose, without the express written permission of CASIO Computer Co., Ltd.

in Tokyo Japan. Information in this document is subject to change without advance notice. CASIO

Computer Co., Ltd. makes no representations or warranties with respect to the contents or use of this

manual and specifically disclaims any express or implied warranties of merchantability or fitness for

any particular purpose.

Other product names or company names in this reference manual are either trademarks or registered

trademarks of the respective owners.

© 2011 CASIO Computer Co., Ltd. All rights reserved.




Editorial Record

Manual

. Date edited Page Content
Version no.
1.00 October 2008 Original
Explanations about supported device and OS are revised in
101 January 2009 > | Table .1 in Chapter I.
102 March 2011 5 Explanations about supported device and OS are revised in

Table 1.1 in Chapter 1.




Preface

This reference manual explains how to configure the server environment for the CASIO VolP
Software (“CVS”).

The CASIO VoIP Software (“CVS”) consists of the following software.

Software Device/Terminal
HT Client HT Client
CVS Server CVS Server PC
PC Client PC Client (PC)

The word of “CVS Client” used in this manual refers to both HT Client terminal and PC Client
(PO).




1. System Configuration

This chapter explains the system configuration of VoIP using the CASIO VolP Software
(“CVS") (see Figure 1.1) and software to install in each device/terminal, and supported devices and
Oss. See Table 1.1.
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CVS Server in
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Figure 1.1
Table 1.1
Name Supported Device and OS Software to
install

Q HT Client Device: DT-X7, DT-X8, IT-300, IT-800(CE) HT Client

Q@ 0S:
- Windows CE 5.0
- Windows CE 6.0
- Windows Mobile 6.5 Classic

@ > PC Client Device: PC (IBM compatible) PC Client

S OS: (None)

% - Windows 2000 Professional SP4
- Windows XP Professional
- Windows Vista Business
g CVS Server | Device: PC (IBM compatible) CVS Server
OS:
3 - Windows 2000 Server SP4 which supports IIS 5.0
- Windows Server 2003 Standard Edition which
supports IIS 6.0




2. Installing Internet Information Services

Make sure that an Internet Information Services (“IIS”) (in case of Windows Server 2003)
environment has been set effect in the PC by navigating to the icons below. If not, follow the
explanation in Chapter 2.1 for Windows 2000 Server or in Chapter 2.2 for Windows Server 2003.

e In case of Windows 2000 Server
Navigate to Control Panel — Administrative Tools — Internet Information Services.

e In case of Windows Server 2003
Navigate to Control Panel — Administrative Tools — Internet Information Services.

2.1 Installation Procedure for Windows 2000 Server

If your PC runs in the Windows 2000 Server, follow the steps below to set the Internet Information
Services effect.

1. Log in as "Administrator".

2. From the Start menu, navigate to Control Panel — Add or Remove Programs and choose
Add/Remove Windows Components.

3. Double click Application Server and check Internet Information Services [IIS]. See
Figure 2.1.

Windows Components
Y'ou can add or remove companents of Windoves 2000,

To add or remove a component, click the checkbox. A& shaded box means that only
part of the companent will be installed. To zee what'z included in a companent, click.
Details,

LComponents:

Accessnlies and Utilities 121 ME ﬂ
[ [ Certificate Services 1.4 ME

E7 Indexing Service 0.0 ME
™ & Intemet Information Services [II5) 21.5 MB

51 MR LI

Dezcription: 15 services [w'eb and FTP suppart] along with support for FrontPage,
trangzactionz, 55Ps, databasze connections, and receiving of posts,

Total dizk gpace required: 0.4 B Detail
T A 5267 ME _ Dotk |

< Back I Heut » I Cancel |

1 2= b ananement and Moritonn Tonls

Figure 2.1

4. Insert the Microsoft Windows 2000 Server CD and click OK button.
5. Reboot the system once the installation is complete.




2.2 Installation Procedure for Windows Server 2003

If your PC runs in the Windows Server 2003, follow the steps below to set the Internet Information

Services effect.

1. Log in as "Administrator".
2. From the Start menu, navigate to Control Panel — Add or Remove Programs and choose

Add/Remove Windows Components.
3. Double click Application Server and set all three boxes effect. See Figure 2.2.
e ASPNET
e  Enable network COM+ access
e Internet Information Services [IIS]

Application Server x|

To add or remove a component, click the check box. A shaded box means that only part
of the component will be installed. To zee what's included in a component, click Detais.

Subcomponents of Application Server;

(| t‘Eﬂ.fi‘-.pplic.iltiun Serer Conzole 0.0 MB ;I
e ASPMNET 0.0 ME
@ Enable network COM + access 0.0 ME
O @ Enable network DTC access 0.0 B
% Internet Information Services [115] 269 ME
[ = Message Queuing 6.5 MB

[

Dezcription:  Allows this computer to run ASP.MNET applications.

Total dizk zpace required: 15.1 ME Detals.. |
Space available on disk: 32356 MB
Ok I Cancel |

Figure 2.2

4. Insert the Microsoft Windows XP or Windows 2003 Server Enterprise Edition CD and click OK

button.
5. Reboot the system once the installation is complete.




3. Setting Configuration for CVS Server

This chapter explains how to configure the system for the CVS Server.

3.1 Setting Web Application Publication

1. Navigate to Control Panel — Administrative Tools — Internet Information Services
[lIS] Manager (or Internet Service Manager for Windows 2000 Server).

2. Right click Default Web Site and then navigate to New — Virtual Directory .... See Figure
3.1.

( Internet Information Services (I15) Manager

¥3 Fie wiindam

¢ = |m|EB2[2]r 50

Action  Wigw Help

?g Internet Information Services
= C-GID3S7OIVO4YH (local o
B Application Poals
: g!,,- DefaultfppPool

. Web Service Extensions

¢ IWehE
F AllUn

Bl ) Web Sites F alun
QE Explare Active
""" A WEhSE Jpen @ ASP. M
Permissians 5 Interr
Browse SErve
ot Webr
Skop
Pause
rh servire Rxbension. ..

I

all Tasks

Web Site, ..
4 Web Site (Fram Filg)...

Mew Window From Here

Yirbwal Direckary.. .

YWirtual Directory (From File). ..

Deleke
Rename
Refresh -
4 I I
Propetties Standard
Create new \Web Yir |_
e — -
Figure 3.1




3. Follow the Wizard screen prompts to carry out the rest of the settings.

Yirtual Directory Creation Wizard x|

I Welcome to the Virtual

Directory Creation Wizard
Figure 3.2

Thiz wizard helpz pou create a new virtual directony on thiz
wieh site.

To continue, click Next.

< Bacl

Cancel |

4. Click Next > button (see Figure 3.2) to open the Virtual Directory Creation Wizard.
5. Type in "CVSSERVER" in the Alias field.

x|
Yirtual Directory Alias g
Specify a zhort name, or aliaz, for thiz vitual directon. ,,"f-“-.l;
s

Tupe the aliag pou want o uge to gain access to thiz Web virtual directony, Usge the
zame haming conventions that you waould far naming a directany.

Aliaz
MYCSERVER]

< Back I Heut » I Cancel

Figure 3.3

6. Click Next > button in Figure 3.3 so that the Web Site Content Directory screen appears. See
Figure 3.4.




7. Click Browse ... button in Figure 3.4 and then choose “C:\Program Files\CASIO\MVC\HTML”
in the Path field.
5I

Web Site Content Directory
Wwhere iz the content wou want to publish on the Web site?

Enter the path to the directon that containg the content for thiz Web site,

Path:

C:AProgram Files\CASIOWMYCWHT ML Browse... |

Cahicel

Figure 3.4

8. Confirm that the path set in Figure 3.4 appears in the Directory field in Figure 3.5 and then click
Next > button.

¥irtual Directory Creation Wizard

Weh Site Content Directory
wihere iz the content pou want to publizh on the ‘Web site?

Enter the path to the directary that containg the content far this 'Wehb zsite.

Path:

C:AProgram FileshCASIOWMYCWHT ML Browse. . |

< Back

Cancel |

Figure 3.5
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9. Set Read and Run scripts [such as ASP] effect and then click Next > button. See Figure
3.6.

Virtual Directory Creation Wizard |
Yirtual Directory Access Permissions g
Set the access permizzions for thig virtual directan, ,,"f-“-.l;
s

Al the following permizzions:

v Read
¥ Run scripts [such as 45FF

[ Execute [such as 1SAPI applications or CGI)
[ wiite
[~ Browse

To complete the wizard, click Next _

< Back I Heut » I Cancel

Figure 3.6

10. The screen in Figure 3.7 appears. To close the screen, click Finish button.

Virtual Directory Creation Wizard x|
You have successfully
completed the Virtual

Directory Creation Wizard.

To cloze thiz wizard, click Finizh.

< Barck Cancel

Figure 3.7
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3.2 Setting the State Service to Start

1. Navigate to Control Panel — Administrative Tools — Services (Local) and double click
ASP.NET State Service.
#, Gervices i 0] x|
| Ele  Action View Help

o [ @EBBR[ > = 1w

% Services (Local) ¥ Services (Local)

ASP.NET State Service Name / | Description | Status | &
%#Ierter Motifies sel...
%nppioatlon Experie.., Processes ... Started
%ﬂpntatlm Layer G... Providess...

Start the service

Description:

Provides Suﬁf..lﬁluur Giit-of - pracess
session states for ASP.NET, IF this
service is stopped, out-of-process
requests will ot be processad. IF this
service is disabled, any services that
explicithy depend on it will Fail ko start,

%Each;round Intelig... Transfers -
S Clipook Enables Cli...
%COI\H Ewvent Swstem  Supports 5...  Started

Figure 3.8

2. In General tab of ASP.NET State Service Properties (Local Computer), highlight Automatic in
Startup type field, and then click Start button followed by OK button. See Figure 3.9.

21x

ASP.NET State Service Properties (Local Computer)

General | Log On| Recovery | Dependencies |

Service name:  aspnet_state

Display name: lfﬁSPNETSIﬂsSelms

s Provides support for oul-of-process session states for a
Dsctintion P.NET. If ths service is stopped, out-of-process j
Path to executable:

|D:\MNDDWS\HHMNET\F|MMI&W1 1432 aspnet_state exe

Startup type: ﬂmlomalar:

b anwal
Dﬁsahled

Seiwce status:

Start I Stop Eause Hesume
“Y'ou can specify the stait parameters that apply when pou start the service
from here.
Start parameters: |
| oK | Cancel Apply
Figure 3.9
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3.3 Configuring Data Folder

1. Launch Explorer and then navigate to Tools — Folder Options.

2. In View tab, set Show hidden files and folders of the Hidden files and folders icon effect
and then click OK button.

General Wiew |H5Types| Dﬁ'ﬁnal-_ﬂesl

~ Folder views
You can apply the view [such az Details or Tileg) that

vou are using for this folder to all folders.

Heset All Folders |

Advanced settings:

|7 Files and Falders
[¥] Automatically search for network folders and printers
[ Display file size information in folder tips
[#] Display simple folder view in Explorer's Folders list
[#] Display the contents of system folders
[#] Display the full path in the address bar
[ Display the full path in the title bar =
O Do not cache thumbnails

-
—

Jders
] Hide extenzsions tor known hile tepes ;l
Restore Defaults |
ok | cewa | oy |

Figure 3.10

3. Now navigate to C:\Documents and Settings\All Users\Application Data and create a new folder
named "CASIO".

4. In this new “CASIO” folder, create a new folder named "CVS".

5. Copy all the folders and files under path of “C:\Program Files\CASIO\MVC\SAMPLE” to under
the path of this new folder.
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3.4 Setting Data Folder Access Authority

1. Launch Explorer and then navigate to the “C:\Documents and Settings\All Users\Application
Data\CASIO” folder.

2. Right click this folder and choose Properties. See Figure 3.11.

3. The CASIO Properties screen appears. See Figure 3.12.

Faolders
L:_|{:| Documents and Settings
-] Administrabor
B all Users
=17 Application Data
-y [
{:I Microso Explore
{7 Desktap Cpen
-{_]] Documerts  3=areh...
1 DRM sharing
o) Favorites = =
F-_] Start Menu Send To »
-] Templates ———
-] Default User Cut
M- Inetpub Copy
D"% EECQETETES Create Shortout
{7 System Wolume Inf Delete
E]"{:I WINNT Renarne

|1 object(s) (Disk free space: 526 M L

Figure 3.11

4. In the CASIO Properties screen, click Security tab and then Add ... button.

i)

General | Web Sharing | Sharing Secuty |

MName - Add.. Il

ﬁéhdministratnrs [20005YRE MG \Administral
€7 CREATOR OWNER

!ﬁ Everyone e
!ﬁ Power Users [20005VRENG\Power User

CYETEM
b |

of
Pemizsions: Allow  Deny
O
O
O
O
O
O

Full Contral

M adify

Read & Execute
Lizt Faolder Contents
Read

Wirite

oooooo

Advanced. . |

I Allowy inhernitable permizsions from parent to propagate to this

object
Ok I Cancel Apply

Figure 3.12

14



5. Highlight ASPNET (see Figure 3.13) and then click Add button.

i Select Users or Groups i _?_]‘EI

Lockin:  |i=4 20005VRENG Fe|

N arme | In Folder [ =]

3 Administrator 20005 RENG
ASPH 2 NG

€ IUSR_20005VRENG 20005VRENG J
IwWhih_20005WRENG 20005YRENG
Telrtermetl zer 20005WRENG

g.&dministrators 20005SVRENG

<< Type names separated by semicolons of choose from list 53

[k Cancel

Figure 3.13

6. Confirm that “ASPNET” has been added, and then click OK button.

: Select Users or Groups B 7] x|

Lookin: [ Z0nnsren

Narme | In Folder
ﬂ Adririztrator 2000SVRENG
€ ASPNET 20005VRENG
) Guest 20005VRENG
€ IUSR_20005VRENG 20005VRENG
€ IwaM_20005VRENG 20005RENG
ﬂ Telrtermetl) ser 2000SVRENG
% & dministrators 20005VRENG
Add | Check Mames |
|_ 20005VRENG\ASPNET
oK | Cancel
g
Figure 3.14
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7. In Security tab, highlight ASP.NET Machine Account [machine number] in the Name field.
Set Full Control in the Permissions field to Allow and then click OK button.

2]

General | Web Sharing | Shaiing  Secuity |

Bl mrne - A AA I

m Admiriztrators [20005VRENGWAdministral
€7 ASP.MET Machine Account [2000SYREL
€7 CREATOR OWMER

m Ewverone

l? Pruser | lsers f'?I-II-II-IQ\."FlFNG\pmM:I-r I h_plﬂ
] »

Permizsions: Allow Deny

Full Contral

t odify

Read & Execute
List Folder Contents
Read

wirite:

Advanced.. |

[ Allow inhentable permissions from parent to propagate to this

object
Concel | oow |

EEEEA
OoOooooo

Figure 3.15

8. Repeat the step no. 7 for each of the following folders and files to permit full control access by
ASP.NET Machine Account [machine number].

e Folders
[DATAROOTN\CVS
[DATAROOTNCVS\DATA
[DATAROOTN\CVS\DATA\VOICE
[DATAROOTN\CVS\USERS

e Files
[DATAROOTN\CVS\CVSConfig.xml
[DATAROOTNCVS\DATA\CVSAddressBook.xml
[DATAROOTNCVS\DATA\CVSGroup.xml
[DATAROOTNCVS\DATA\CVSGroupUser.xml

[DATAROOT] = C:\Documents and Settings\All Users\Application Data\CASIO
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3.5 Setting the CVS Client Functions

This chapter explains how to set up the CVS Client functions. Follow the procedure below.
1. Launch Internet Explorer and open a web page with the following URL.

http://(CVS Server Name)/CVSServer/CVSServerConfig/Default.aspx
2. Enter the following account details in the login screen.

Loginname : CVSADMIN
Password : CASIO

The above login name and password are defined in the following file. The Internet Information
Services [IIS] must be rebooted to change these account details.

[Document and Setting]\All Users\Application Data\Casio\CVS\CVSAdminUser.xml

3. When the login is complete, the screen appears. See Table 3.1 for the roles of each basic function
nos. 1 to 18 in Figure 3.16.

Basic Properties
Fucton  Semng  Comemws

Commeon history F Specify the number to save history of batch voice sending. Please
number spectfy the number (10 -1000) in ASCTT code.

Pri . ! r Specify the number to save history of mdividual sending / receiving,
histor; <t Please specify the number (10 - 50% m ASCI code,

Iﬁi Specify the time (unit - second) to record woice. Please specify the
time (5 - 30% n ASCH code.

Report exstence of termunal to CV'E server n spectfied span (urt
Span to report existence ﬁ second). Please specify the span (0 - 3600) in ASCH code. In the

case to specify "0", exstence 1s not reported to server,

Max recording time

® © 0 0

@ |Mt:ssagt: W Enable Enable to send mstant message.

@ |Mamrr mode W Enable Enable to set manner mode.

(@ Reject call W Enable  Enable to reject call

ISf:tting [~ Enable iEnable setting button. (not working now)

@ ILogoff W Enable iEnablc to logoff

O prF W Enable [Enable DTMF function,

@ |Dial communication | ¥ Enable  [Enable dial communication

@ IPresem:e I~ Enable iEnable presence function. (not working now)
@ IAuto call receivng I Enable iEnable to connect automatically on receiving call,

@ IAuto voice playing I Enable iEnable to play voice automatically on receiving voice,

. . Enable to close dialog box of user's operation on closing to play
®) ‘Auto voice closing ™ Enable Ivoice automatically.

@ IConﬁm logoff I Enable iEnable to show dialog to confirm logoff.
@) lConﬁrm exit W Enable iEnable to show dialog box to confirm exit.
@ ‘Win dow link [ Enable Enable to hide main window when dialog box of user's operation on

‘sendingf recewing is shown,
Figure 3.16
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Basic Functions
Table 3.1

Parameter

Description

(1) Public history entries

Designates the history retained number in the range of 10 to 1000 for
sent out messages in the batch mode.

Any change to this parameter if made is reflected immediately after
the setting.

If a number outside of the range is specified, the "Error: public history
entries value is incorrect" error message appears in the error display
area.

(2) Private history entries

Designates the history retained number in the range of 10 to 50 for
sent out/received messages by private.

Any change to this parameter if made is reflected immediately after
the setting.

If a number outside of the range is specified, the "Error: private
history entries value is incorrect" message appears in the error display
area.

(3) Maximum recording time

Designates a period of the recording time in the range of 5 to 30
seconds for voice message.

If a number outside of the range is specified, the "Error: maximum
recording time value is incorrect" message appears in the error display
area.

(4) Keep-alive statement time

Designates a period of interval time in the range of 0 to 3600 seconds
for sending keep-alive statement to the CVS server. No statement is
sent if 0 is set for the parameter.

Any change to this parameter if made is reflected at subsequent login
on the CVS Client.

If a number outside of the range is specified, the "Error: keep-alive
statement time value is incorrect”" message appears in the error display
area.

(5) Text messaging

Enables the text send out function.
Any change to this parameter if made is reflected at subsequent login
on the CVS Client.

(6) Silent mode

Enables the silent mode function. If this function is set disabled, the
CVS Client hides the silent mode button in the standby screen.

Any change to this parameter if made is reflected at subsequent login
on the CVS Client.

(7) Call screening

Enables the call screening function. If this function is set disabled, the
CVS Client hides the call screening button in the standby screen.
Any change to this parameter if made is reflected at subsequent login
on the CVS Client.

(8) Settings

Enables the settings button.
This function is not supported by the current version.

(9) Log off

Enables the log off function.
Any change to this parameter if made is reflected at subsequent login
on the CVS Client.

(10) DTMF

Enables the DTMF function.
Any change to this parameter if made is reflected at subsequent login
on the CVS Client.

(11) Dialed calls

Enables the dialed call function.
Any change to this parameter if made is reflected at subsequent login
on the CVS Client.

(12) Presence

Enables the presence function.
This function is not supported by the current version.

(13) Auto call receive

Picks up incoming calls automatically.
Any change to this parameter if made is reflected at subsequent login
on the CVS Client.

Continue.
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(14) Voice message auto
playback

Plays back received voice message automatically.
Any change to this parameter if made is reflected at subsequent login on
the CVS Client.

(15) Voice message auto close

Closes the user operation dialog box automatically after the voice
message is played back.

Any change to this parameter if made is reflected at subsequent login on
the CVS Client.

(16) Confirm log off

Displays the log off confirmation dialog at a time of log off.
Any change to this parameter if made is reflected at subsequent login on
the CVS Client.

(17) Confirm close

Displays the close confirmation dialog box when an application is
terminated.

(18) Link work

Hides the main window when the user operation dialog box is displayed
upon sending/receiving etc.

Any change to this parameter if made is reflected at subsequent login on
the CVS.

(19) Error display area

An error message in red appears when a value outside of the range is
specified.

4. Set the CVS Client functions and click Set button at the very bottom of the page.
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4. CVS Server Configuration Files

4.1 Phone Address Book ("Contacts")

This feature collectively manages all information on the CVS System users.

4.1.1 File Path

Public address book:
\CVS\DATA\CVSAddressBook.xml

Private address book:
\CVS\USERS\[USERIDJ\CVSPrivateAddressBook.xml

4.1.2 Format

The public and private address books are configured in the same format which is described below.

<?xml version="1.0" encoding = "UTF-8" standalone="yes"?>
<NewDataSet>
<USERDATA>
<USERID>[USER ID]</USERID>
<USERNAME> [USER NAME ] </USERNAME>
<NAMEREAD> [PHONETIC READING]</NAMEREAD>
<PASSWD>[PASSWORD] </PASSWD>
<SIPUSERID>[SIPID]</SIPUSERID>
<SIPPASSWD>[SIP PASSWORD]</SIPPASSWD>
<SIPURI>[SIP ADDRESS]</SIPURI>
<PRESENCE> [PRESENCE FLAG]</PRESENCE>
<PRESENCE> [ADDITIONAL INFO]</REMARKS>
<ACTIVITY>[VALIDITY]</ACTIVITY>
</USERDATA>
</NewDataSet>

20




Configuration of the Public/Private Address Books

Table 4.1
Parameter Description Setting range
[USER ID] ID which is unique for each user. 32 characters or less
[USER NAME] User name displayed in the address book. 64 characters or less
[PHONETIC Phonetic reading of the user name. 64 characters or less
READING] Sorting is performed based on this information.
[PASSWORD] Password which corresponds to the user ID. 32 characters or less
The user authentication web service determines the
validity using submitted user ID and this password.
[SIPID] Unique ID attributed to each user which is used for 64 characters or less
SIP server registration.
[SIP PASSWORD)] Password corresponding to the SIP ID. 64 characters or less
[SIP ADDRESS] User's SIP address which is defined with SIP scheme. | 64 characters or less
Example:
SIP:129.1.52.46,SIP: member1 @casio.co.jp etc.
[PRESENCE FLAG] User’s presence status Undefined
[ADDITIONAL] Additional information on the user Undefined
[VALIDITY] Validity of the above-mentioned information. 0: Invalid
1: Valid

21




Example of Public/Private Address Books Configuration

<?xml version="1.0" encoding = "UTF-8" standalone="yes"?>

<NewDataSet>

<USERDATA>
<USERID>00001</USERID>
<USERNAME>MEMBER 1</USERNAME>
<NAMEREAD>MEMBER 1</NAMEREAD>
<PASSWD>no00001</PASSWD>
<SIPUSERID>00001</SIPUSERID>
<SIPPASSWD>no00001</SIPPASSWD>
<SIPURI>sip:129.1.52.46</SIPURI>
<PRESENCE>0</PRESENCE>
<REMARKS />
<ACTIVITY>1</ACTIVITY>

</USERDATA>

<USERDATA>
<USERID>00002</USERID>
<USERNAME>MEMBER 2 </USERNAME>
<NAMEREAD>MEMBER 2</NAMEREAD>
<PASSWD>no00002</PASSWD>
<SIPUSERID>00002</SIPUSERID>
<SIPPASSWD>no00002</SIPPASSWD>
<SIPURI>sip:129.1.51.121</SIPURI>
<PRESENCE>(0</PRESENCE>
<REMARKS />
<ACTIVITY>1</ACTIVITY>

</USERDATA>

<USERDATA>
<USERID>00003</USERID>
<USERNAME>MEMBER 3</USERNAME>
<NAMEREAD>MEMBER 3</NAMEREAD>
<PASSWD>no00003</PASSWD>
<SIPUSERID>00003</SIPUSERID>
<SIPPASSWD>no00003</SIPPASSWD>
<SIPURI>sip:member3@casio.co.jp</SIPURI>
<PRESENCE>0</PRESENCE>
<REMARKS />
<ACTIVITY>1</ACTIVITY>

</USERDATA>

</NewDataSet>
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4.2 Group Configuration

This configuration collectively manages all the groups.

4.2.1 File Path

\CVS\DATA\CVSGroup.xml

4.2.2 Format
The following shows the group configuration file format.
<?xml version="1.0" encoding = "UTF-8" standalone="yes"?>
<NewDataSet>
<GROUPDATA>

<GROUPID>[GROUP ID]</GROUPID>
<GROUPNAME> [GROUP NAME ] </GROUPNAME >
</GROUPDATA>
</NewDataSet>

Table 4.2 describes the group configuration parameters.

Table 4.2
Parameter Description Setting range
[GROUP ID] ID which is unique for each group. 32 characters or less
[GROUP NAME] Group name displayed in the address book. 64 characters or less

Example of Group Configuration

<?xml version="1.0" encoding = "UTF-8" standalone="yes"?>
<NewDataSet>
<GROUPDATA>
<GROUPID>000001</GROUPID>
<GROUPNAME>GROUP 1 </GROUPNAME>
</GROUPDATA>
<GROUPDATA>
<GROUPID>000002</GROUPID>
<GROUPNAME>GROUP 2</GROUPNAME>
</GROUPDATA>
<GROUPDATA>
<GROUPID>000003</GROUPID>
<GROUPNAME>GROUP 3</GROUPNAME>
</GROUPDATA>
<GROUPDATA>
<GROUPID>000004</GROUPID>
<GROUPNAME>GROUP 4</GROUPNAME>
</GROUPDATA>
</NewDataSet>
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4.3 Group Member Configuration

This configuration collectively manages the list of all users who belong to the group.

4.3.1 File Path

\CVS\DATA\CVSGroupUser.xml

4.3.2 Format
The following shows the format of the group member configuration file.
<?xml version="1.0" encoding = "UTF-8" standalone="yes"?>
<NewDataSet>
<GROUPUSERDATA>

<GROUPID>[GROUP ID]</GROUPID>
<USERID>[USER ID]</USERID>
<ACTIVITY>[VALIDITY]</ACTIVITY>
</GROUPUSERDATA>
</NewDataSet>

Table 4.3 describes the group member configuration parameters.

Table 4.3
Parameter Description Setting range
[GROUP ID] ID which is unique for each group. 32 characters or less
[USER ID] ID which is unique for each user. 32 characters or less
[VALIDITY] Validity of the above-mentioned information. 0: Invalid
1: Valid
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Example of Group Member Configuration

<?xml version="1.0" encoding = "UTF-8"
<NewDataSet>
<GROUPUSERDATA>

<GROUPID>000001</GROUPID>
<USERID>no00001</USERID>
<ACTIVITY>1</ACTIVITY>
</GROUPUSERDATA>
<GROUPUSERDATA>
<GROUPID>000001</GROUPID>
<USERID>no00002</USERID>
<ACTIVITY>1</ACTIVITY>
</GROUPUSERDATA>
<GROUPUSERDATA>
<GROUPID>000001</GROUPID>
<USERID>no00003</USERID>
<ACTIVITY>1</ACTIVITY>
</GROUPUSERDATA>
</NewDataSet>

standalone="yes"?>
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4.4 Setting CVS Server Operations

This chapter describes how to set up the data and functions managed by the CVS Server.

4.4.1 File Path

\CVS\CVSConfig.xml

442 Format

The following shows the format the configuration file.

<?xml version="1.0" encoding = "UTF-8" standalone="yes"?>
<NewDataSet>
<MVCCONFIG>
<PRIVATEHISTORYNUM>[NO. OF PRIVATE HISTORY
ENTRIES]</PRIVATEHISTORYNUM>
<PUBLICHISTORYNUM>[NO. OF PUBLIC HISTORY
ENTRIES]</PUBLICHISTORYNUM>
<PRIVATEADDRESSBOOK>[PERMIT PRIVATE ADDRESS BOOK
USE]</PRIVATEADDRESSBOOK>
</MVCCONFIG>
</NewDataSet>

Table 4.4 describes the parameters of the CVS Server operation configuration file.

Table 4.4
Parameter Description Setting range

[NO. OF PRIVATE Maximum number of private entries in the sent/received | 10 to 50
HISTORY ENTRIES] history folder ("Recent" tab in the GUI)
[NO. OF PUBLIC Maximum number of entries saved in the public voice 10 to 1000
HISTORY ENTRIES] message history folder
[PERMIT PRIVATE Determines the use of the private address book. 0: Do not use
ADDRESS BOOK USE] 1: Use

Example of the CVS Server Operation Configuration File
<?xml version="1.0" encoding = "UTF-8" standalone="yes"?>
<NewDataSet>
<MVCCONFIG>
<PRIVATEHISTORYNUM>30</PRIVATEHISTORYNUM>
<PUBLICHISTORYNUM>1000</PUBLICHISTORYNUM>
<PRIVATEADDRESSBOOK>0</PRIVATEADDRESSBOOK>
</MVCCONFIG>
</NewDataSet>
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5. Setting CVS Client

This chapter describes the setting required on the CVS Client to access the CVS Server.
In the folder where the CVS Client is installed, the CVSClient.ini configuration file resides. In this
configuration file, remove the line header comment specified in the below file.

[MVCSERVICE]
server=[CVS Server name or IP address]
Regist=/MVCSERVER/MVCUserRegistService/UserRegistService.asmx

< Remove the line header comment.
History=/MVCSERVER/MVCHistoryRecordService/HistoryRecordService.asm

X — /I
Text=/MVCSERVER/MVCIMVoiceService/IMVoiceService.asmx -
Voilice=/MVCSERVER/MVCIMVoiceService/IMVoiceService.asmx «

/]

/I
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6. Changing Font Size

This chapter describes how to change the character font size used in the lists of the address books
and sent/received history.

File
C:\Program Files\CASIO\MVC\HTML\CSS\mvcCommon.css

Configuration file

The character font size used in the lists can be changed by freely modifying the “8pt” in the
configuration file below to any size.

SELECT
{
font-size: 8pt;
}

Note:
Be sure not to change any other settings. Doing so may cause problems with the screen
configuration data and prevent the displayed information from functioning properly.
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